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AEROSPACE & DEFENSE SOLUTIONS

= Qverview of the Airborne Systems Solution

What's new in the January 2023 release

—  Cybersecurity — Safety — CFR Library

Space and Defense Dataset Additions

European Cooperate with Space Standards (ECSS)
Library

US Space Command Range Safety Library

DIDs Library
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Introduction
AIRBORNE SYSTEMS SOLUTION

The Jama Connect Airborne Systems Solution is a complete set of frameworks, example projects,
and procedural documentation intended to accelerate the implementation of Jama Connect for

organizations developing airborne systems and components.

Organizations utilize the Airborne Systems Solution to start teams working in Jama Connect with
zero setup and configuration time or work with a Jama Consultant to tailor the solution to meet

your company’s specific business needs.

\, Jama software
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Benefits
AIRBORNE SYSTEMS SOLUTION

Eases the path to regulatory compliance by helping engineers:
- Understand compliance status and progress in the context of engineering information,
people, and decisions to increase confidence in safety and security.
Create compliance evidence as a byproduct of daily work.
Reuse certified requirements and related data to accelerate new product development.
 Increaseconfidence and decreasetimeto value with an established scope and direct
alignment of requirements

« Reducedeploymenttimefor new clients with pre-defined configuration, export templates,
and reports

« Reducetraining and adoptiontime to new standards like ARP4754A/D0O-178C/DO-
254/ARP4761Afor new engineers

\ Jama software’ jama software | 4
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Solution Components
AIRBORNE 2.0 SYSTEMS SOLUTION

v

Ready to use Jama
configuration for
airborne system

development

Jama software’
=

PACKAGE COMPONENTS
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Process
documentation
detailing alignment
to industry
regulations

>

Reports optimized
for airborne system
development

Supply Chain Collaboration

) 4

Expert Consulting
Services on
Industry Best

Practices
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Accelerate Development
WITH OUT-OF-THE-BOX CONFIGURATION

I\

Jama Connect

Safety Assessment Process Security Assessment Process

The Airborne Systems 2.0 Framework
includes:

(ARP4761A/CS-25.1309) (DO-326A/ED-202A)

Intended
Aircraft ——>

Safety Info System Design Info Security Info
Functions

Aircraft & System Development Processes
(ARP4761A/CS—25.1309)

« Support for ARP4754A/DO-178C/DO-
254/ARP4761A/DO-326A

Information Guidance for Integrated
between HW & Modular Avionics
SW Processes (DO-297/ED-1Z4)

« Configured Item Types, Pick Lists and Views

* Relationship Rules aligned to Trace Matrix
needs

Airborne Electronic and Software Development
Hardware Lifecycle Lifecycle
{(DO-254/ED-80) (DO-178C/ED-12C)

*  Workflows guiding review & approval

e Libraries of Standards — CFR Parts 21-59

Includes document export templates for t !

producing requirements specifications, test

reports, risk analysis reports and more.
\, Jama software

jama software | 6



Procedures Guide

ama
)A i:onnect"

* ldentifies which processes and requirements of ARP4754, |
for Airborne Systems

ARP4761, DO-178C, DO-254, DO-326A are best Procedure Guide
January 2023

Implemented in Jama Connect

« For each process and requirement, a procedure using
Jama Connectis detailed

* Free updatesto the guide are included with the solution

)“\ Jama software: jama software | 7



Configuration & Update Guide

» Detailed description of the framework in the dataset

» Detailed description for each item type, relationship rule,
and workflow in the dataset

 Makes it easier to track changes over time

« Allows existing customers to implement the same item
types and data models that are in the updated dataset

\, Jama software
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daimd
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for Airborne Systems
Configuration & Update Guide
January 2023
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NEW: DO-326A Cybersecurity

AIRWORTHINESS SECURITY PROCESS

Validation

¢ Aircraft Requirement [: L
B
% Architecture |

4 Function

System Requlremanl

\\\‘—' | Failure Analysis

| » Security Architecture Element |—\

| By Security Measure

Vulnerability | ————— —
m _ | i Threat Assessment |

= EE| Airworthiness Security Analysis
T Cybersecurity Risk Assessment Process
=[] Assets
Wired Devices
Wireless Devices
Data Entry Devices
Mechanical Devices
T What is an Asset
W Cyber Vulnerabilities
2K ::- Security Architecture (Scope)
5k Threat Assessments
[ [ 5 Security Measures
" Security Verification Test Cases

J\ Jama software

PSecAC: Plan
for Security
Aspects of
Certification

Identification of

5 High Level Reqwrement >

/ \—‘| " Security Verification

* Strongest security
assurance

* Advanced security assurance:
differs from SAL3 mainly on

security development assurance

* Minimum security assurance:
for additional protection or

SAL 1:

Assets

Security Risk
Assessment
(threat conditions)

Security
Measures,
Requirements,
Verifications

T

Security
Architecture

AN

* No protective effect:
limited to protection needs
initial assessment

Software
Architecture,
Testing,
Scanning,
Code Analysis

jama software | 9



DO-326A/ED-202A & DO-356A/ED-203A

Airworthiness security is the protection of the airworthiness of an
aircraft from intentional unauthorized electronic interaction

Airworthiness Security Process (AW SP)

Steps

Develop Plan for Security Aspects of Certification (PSecAC)
Security Scope Definition

ldentify System Assets & Perimeters

Identify Threats for each Asset

ldentify Risks for each threat

Create Controls/Mitigations for each risk

Communication of Evidence (PSecAC)

NOoOOahkowdE

Jama software’
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Airworthiness Security Process (AWSP)

PROCESS OUTLINE

Steps

1. Develop Plan for Security Aspects of
Certification (PSecAC)

Security Scope Definition

ldentify System Assets & Perimeters
|dentify Threats for each Asset
ldentify Risks for each threat

Create Controls/Mitigations for each risk
Communication of Evidence (PSecAC)

NOoO AW

J\ Jama software

PSecAC: Plan
for Security
Aspects of
Certification

Identification of
Assets

—
-

-

Software
Security Risk Security Architepture,
Assessment Measures, _ Testing,
(threat conditions) Requirements, (7| Scanning,
Verifications Code Analysis
\_/—\

{ Security

Architecture [<+—

*Typically performed in a 3" party tool such software from LDRA or Rapita

jama software | 11



NEW: ARP 4761A/ED-135 Safety Additions

AIRBORNE SYSTEMS SOLUTION

Aircraft Level

- Provide AFHA and PASA as inputs to Aircraft requirements process

 Verify using ASA

System Level

 Provide SFHA and PSSA as inputs to System requirements process

« Verify using SSA

Safety Regimens is Continuous throughout the Project
* Requirements changes are fed back through the safety process

« Defects and Problem Reports are fed back through the safety process

o &Airborne Systems Framework

*

= B The System

= EE| Aircraft Level
¢ ¢ Aircraft Requirements (functions)
~ | Validation Artifacts
' ;:' Aircraft Safety Requirements
[+ ] Architecture
=l ] System Requirements
System Requirements
System Safety Requirements
| System Verification
= H HW Item
5 High Level Requirements
E ltem Safety Requirements
| Low Level Requirements
" Verification
= Eﬂ SW ltem
5 High Level Requirements
5 ltem Safety Requirements
| Low Level Requirements
") Verification
[+ (] Safety Assessment

* Interdependencies analyzed for independence using Common Cause Analysis (CCA):
Particular Risk Analysis (PRA) -> Common Mode Analysis (CMA) -> Zonal Safety Analysis

\ Jal(‘Z\%)vare@

\_

)
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Airborne Safety Assessment Process (ARP4761A)

THE JAMA SOFTWARE SOLUTION

Aircraft Requirements Aircraft Verification

Aircraft Verification

Aircraft FHA, PASA, Aircraft CCA

System Architectural
Design and Allocation

System Requirements Systems Verification

System Integration &
Verification

System FHA, PASA,
System CCA

Item Allocation

ltem
Verification Item Integration

. B HW Verification / SW Integration
Test, SW Unit Test

Item Requirements

FMEA

J\ Jama software



ggram Documents
~L UAV Aircraft
. Aircraft Function Requirements
J Aircraft Validation Artifacts
[-] Architecture
=1 [1] Safety Assessment
_, Failure Analysis (FHA)
= |:| Aircraft Airworthiness Security Analysis
[E]| Assets
E3] E:P Security Architecture (Scope)
* Cyber Vulnerabilities
+ _“ Threat Conditions and Assessments
- Seturity Measures
Security Verification Test Cases

ystem Level

\ Jama
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NEW: US Code of Federal Regulations (CFR)

AIRBORNE SYSTEMS SOLUTION

e - A
RI-'{\&'IC[-‘R‘_;“E; A pointin time eCFR system
v Title 14 Aeronautics and Space
v Chapter! Federal Aviation Administration, Department of Transportation
Subchapter A Definitions and General Requirements
Subchapter B Procedural Rules
Subchapter C Aircraft

{.. Code of Federal Regulations

Part / Section
1-199
1-5

11 -17

21-59 %

Subchapter D Airmen
Subchapter E Airspace
Subchapter F Air Traffic and General Operating Rules
Subchapter G Air Carriers and Operators for Compensation or Hire:
Certification and Operations
Subchapter H Schools and Other Certificated Agencies
Subchapter | Airports
Subchapter J Navigational Facilities
Subchapter K Administrative Regulations
Subchapters L-M [Reserved]
Subchapter N War Risk Insurance
» Chapter Il Office of the Secretary, Department of Transportation (Aviation
Proceedings)
» Chapter Il Commercial Space Transportation, Federal Aviation
Administration, Department of Transportation
» Chapter V National Aeronautics and Space Administration

» Chapter VI Air Transportation System Stabilization

J\ Jama software

60 — 68
=77
89 - 109
110 - 139

140 - 147
150 - 169
170 =171
183 -193

198 - 199
200 - 399

400 - 1199

1200 - 1299

1300 - 1399
jama software | 15



(J set as my default da
eCFR

it C—Structures
art D—Design and Construction
‘bpart E—Paowerplant
pubpart F—Equipment
'Subpart G—Flightcrew Interface and (
Appendix A to Part 23—Instructions fo
ART 25—AIRWORTHINESS STANDAR
ART 26—CONTINUED AIRWORTHINE:
ART 27—AIRWORTHINESS STANDAR
ART 29—AIRWORTHINESS STANDAR
ART 31—AIRWORTHINESS STANDAR
RT 33—AIRWORTHINESS STANDAR
RT 35— AIRWORTHINESS STANDAR ink to eCFR home.
36—NOISE STANDARDS: AIRCR/
47 —IDENT\FIC%TION AND REGIS
kg S TOATION

\ Jama
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How to Obtain Update for Airborne Solution
AIRBORNE SYSTEMS SOLUTION 2.0

Need it Today?

- Contact your Jama Customer Success Manager and/or Jama Consultant

Coming Soon!

« Accessto a password protected area in the Customer Community will house all procedure
guides, configuration guides, and reports

)“\ Jama software: jama software | 17



Space and Defense Updates

DIGITAL ENGINEERING
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Digital Engineering in Space and Defense
SPACE AND DEFENSE SYSTEMS SAMPLE DATASET

* Includes 5 Best Practices Pre-configured Sample Frameworks
= Defense System V
= Defense Companion MBSE
= NASA Systems Engineering Handbook Full Lifecycle
= NASA Integrated System
= Airborne Systems Engineering Base
» Pre-imported Libraries
= European Cooperation for Space Standards (ECSS)
= Air Force Space Command Range Safety Requirements

= DOD DIDs

J\ Jama software

DIGITAL

ENGINEERING

FOR SPACE STANDARDIZATION
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Space Framework Features
CONFIGURABLE SPACE FRAMEWORK

Data model

Structure &
Version Control
— -
— S
FEE
— N -

Subsystem B

) ==
Collaboration

Jama software’
=

[] stakeholder Expectation

V

System Requirement

Validation
1 & System Architecture | Verification

=] Subsystem Requirement

1 £9 Design Description 1

+ [ User Story

{ B ConOps

Verification

Eonurm proser 180

Workflow

Current Status New Status
- Draft v
‘5 Draft = Approved ¥ 0
o “Approved” edit
NASA SE
Handbook - Rejected v 0@
“Rejected" edit
Do
Under Review — Approved ~ O
“Approved” edit
=
: - Rejected L1
“Rejected"” edit
b Draft v 0@
“Draft” edit
Approved — Completed v Q

“Completed” edit

= Draft i+ 1=)
“Draft” edit
oniext Disgro: Completed — Draft v Qo
[ - ] “Draft” edit
[ e }

Structure supports Integration
and easy navigation

Elementtype definitions

NASA SE Handbook Data
model

European Cooperationwith
Space Standards (ECSS) Pre-
imported Library

US Range Safety
Requirements Library

Data modelis extensible

Risks, FMEA, Hazards,
Goals, OKRs, Threats,
Attacks...

Facilitates exchange of data
with other systemsvia REST
or OSLC

20



NEW: European Cooperation with Space Standards

LIBRARY OF STANDARDS

Documentation templates with recommended
outline and instructive helper text provided for:

Space project
management

Organization and conduct of «

\, Jama software

)

OG- 70-MA
3 Fataawy 2000

Space product
assurance

Crimping of Ngh-reliability electric
conneclions

bbb b
[

Space engineering

Funchonct enalysus

= ﬂﬁ‘q ECS5S Superceeded
=[] ECSS - Superseded v0.8

=1 [1] Q - Space Product Assurance
+ [1] ECSS-Q-ST-70-11C
+ [1] ECSS-Q-ST-70-38C
+ [1] ECSS-Q-ST-70-13C
+ [1] ECSS-Q-ST-70-71C
+ [1] ECSS-Q-ST-70-05C
+ [1] ECSS-Q-ST-20C Rev. 1
+ [1] ECSS-Q-ST-10C
+ [ ECSS-Q-ST-70-31C
+ [ ECSS-Q-ST-10-09C
+ [ ECSS-Q-ST-30-11C
+ [T] ECSS-Q-ST-70C Rev. 1
+ [1] ECSS-Q-ST-70-26C
+ [ ECSS-Q-ST-70-10C
+ [T] ECSS-Q-ST-80C
+ [T] ECSS-Q-ST-40C
+ [T] ECSS-Q-ST-60-14C
+ [T] ECSS-Q-ST-30C
+ [T] ECSS-Q-ST-20C
+ [T] ECSS-Q-ST-60C Rev. 1
+ [T] ECSS-Q-ST-70C

+ [7] E - Space Engineering

+ [7] S - ECSS System

21
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Defense System V Framework Features

GENERIC SYSTEMS ENGINEERING FRAMEWORK

Structure &
Version Control
— -
— S
SEE

— N -

Subsystem B

Tests

- E 5
Collaboration = .
[—] -

Data model

Technical
Planning

I

Configuration
Manaqemenl_

TECHNICAL MANAGEMENT PROCESSES

e | e
==

Validation

i ][] (] e

¥

=]
I

Workflow

Current Status

New Status

Drait

Under Review

Approved

Completed

—

Draft v
Approved v Q
"Approved” edit

Rejected v 08
“Rejected” edit

Approved ~ O
“Approved” edit

Rejected v 08
"Rejected" edit

Drait ~ 08
“Draft” edif

Completed v Q
"Completed” edit

Draft v 08
"Draft” edit

Draft v QO
“Draft” edit

Ensuse propes 150

Jama software’
-

DAU Systems Engineering
Process Model 2008

Data Model supports Integration
and easy navigation

Elementtype definitions
Elementattribute definitions
Link type definitions

Data modelis extensible

Diagram types are not
constrained

Facilitates exchange of data with
other systemsvia REST or OSLC

23



AFSPC 91-7XX series

ROCKET PROPULSION SAFETY

The launch and range safety requirements contained in the Air
Force Space Command Manual (AFSPC 91-7XX series) are based
on standardized design and safety requirements for launch/range
systems with lessons learned to ensure a prudent level of
protection is provided to the public (people, resources, and launch
& downrange area safety) during pre-launch, launch, and reentry
operations.

Companies who build products that utilize rocket propulsion must
show compliance to AFSPC 91-7XX series. NASA requires
compliance.

J\ Jama software

smﬁﬂﬁcnh‘l“"""
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NEW: DOD Range Safety Requirements Library

ROCKET PROPULSION SAFETY

(AFSPC 91-7XX series) - Range Safety User Requirements = ¢y Air Force Space Command Range Safety
= [T afspcman91-710v1
« Manual Volume 1 - Air Force Space Command Range Safety Policies and Procedures _::E;;Z:Zpi,:f?mmooucnow
Range Safety User Requirements Manual ?ulguChapterERESF’ONSIBILITIESANDAUTHORITIES
[+t s Chapter 3 RANGE SAFETY POLICY
: H 2 :::‘Chapter 4 RANGE SAFETY PROCESSES
* VOlume 2 ) F“ght Safety ReqUIrementS ?n":nChapterSSAFETYAUTHORIZATIONS, APPROVALS AND DOCL
2 ';EIChapter B INVESTIGATING AND REPORTING MISHAPS AND IN
* Volume 3 - Launch Vehicles, Payloads, and Ground Support Systems Requirements {4 Chapter 7 CHANGES TO THIS PUBLICATION
[+ : Chapter 8 RANGE USER INFORMATION SOURCES
«  Volume 4 - Airborne Flight Safety System Design, Test, and Documentation Requirements E g Attachment 3 SYSTEM SAFETY PROGRAM REQUIREMENTS
o o Attachment 4 SUBMITTING AFSPCMAN 91-710 NONCOMPLIAN
- 2 _“::‘Atlachment5ACCEPTABLE RISK CRITERIA
* Volume 5 - Facilities and Structures 1"} Attachment 6 MAKING CHANGES TO AFSPCMAN 91-710
2 ';EIAﬂachment 7 GENERIC PAYLOAD POLICY AND APPROVAL RE!
* Volume 6 - Ground and Launch Personnel, Equipment, Systems, and Material 414 Attachment 8 LAUNGH COMPLEX OPERATIONS SAFETY PROC
. . £ "‘W:IAttachment 9 LAUNCH SAFETY CONCEPT-TO-LAUNCH PROCE
Operations Safety Requirements 4 [F] afspcmang1-T10v2
=+ [] afspcmang1-710v3
e \Volume 7 - Glossary =+ [f] afspcman91-710v4

+ EE afspcmand1-710v5

= R S P

25
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NEW: Defense DID Document Templates

EXAMPLE LIBRARY

Documentation templates with recommended  [commmimn = T P ——

. . . . Projects | Change project « SRS Template - With Gu... %
outline and instructive helper text provided for: e @ 510 & omsers
| © Add v 5RO . . _
_ _ - 81500 Terpite ey _ SRS Template - With Guidance (o - I
=1 ¢4 DID Template Library | 5R8 Tompite i Guance Set - View detals
r - - H|T) 115
¥ 1 SRS Template - With Guidance ' s reranced cocuments. =M v % 2 e
R = 1.3 Requirements
# 2 SRS Template | e i e - |
. . . +1.3.2 CSCI capability requirements. R
i D 3 lDD TEFI"IplEITE - WIth GUIdanCE + 1.3.3 CSCl external interface requirements 1 Scope.
e 1.3.4 CSClinternal interface requirements This section shall be divided into the following paragraphs.

74 10D Template
ﬂ;. 5 OCD Template - With Guidance

1.3.5 CSCl internal data requirements.

1.3.6 Adaptation requirements T DID-TXT.42 @0
1.3.7 Safety requirements

1.3.8 Security and privacy reguirements.

7

# 5% 6 OCD Template
1.3.9 CSCI environment requirements. 1.1 ldentification.
+ D 75500 Tem plﬂ te - With Guidance # ) 1.3.10 Computer resource requirements This paragraph shall contain a full identification of the system and the software to which this document applies,
1.3.11 Software quality factors including, as applicable, identification number(s), title(s), abbreviation(s), version number(s), and release
+ D 8 55DD Tem pla te 1.3.12 Design and implementation constraints. number(s)
. . 1 1.3.13 Personnel-related requirements.
+ D g DBDD TEFTI pl Elt& = I||'I'.Ir|ﬂ"| GU |dﬂr| ce i 1.3.14 Training-related requirements T DID-TXT-42 @0

1.3.15 Logistics-related requirements.
1.3.16 Other requirements.
/3.7 Packaging requirements. 1.2 System overview.

7l

[ 10 DEDD Template

+ 11 IRS Tem l late - With Guidance =/1.3.18 Precedence and criticality of requiremel Thus paragraph shall briefly state the purpose of the system and the software to which this document applies. It
; 1.4 Qualification provisions. shall describe the general nature of the system and software; summarize the historv of system development,
+ 12 IRS Tem P late 1.5 Requirements traceabilty. opera_tiou_ and maintenance; idennf_y the_ project sponsor, acquirer, user, developer, and support agencies;
16 Notes identify current and planned operating sites; and list other relevant documents.

B @ 13 50D Template - With Guidance ) i

1 T 1.7 A Appendixes.
i (B | @ 23RS Template 1 DID-TXT-43 @0
k L] 14 SDD Template | | + "7 3 IDD Template - With Guidance
r - - ) 4|DD Template .
+ -

=] 15 555 Template - With Guidance | & 25 5 0D Tomplate - Wih Guidance ;h? Docun:e}r::l;o\rer\r|erw.Lh . s s

r o s paragraph shall summarize the purpose and contents of this document and scribe any security or
+ E 16 555 Tem il late £ 6 OCO Tempiate ) privacy considerations associated with its use.

1 + [ 7 S5DD Template - With Guidance - F’age 1 of 1
+ o 17 STD Template - With Guidance | v  hTYTad @n .l

+ o 18 STD Template

)“\ Jama software: jama software | 26



Data Item Descriptions| Jama Implementation and Usage

A DOCUMENT THAT SPECIFICALLY DEFINES THE DATA REQUIRED OF A CONTRACTORIN TERMS OF CONTENT, FORMAT,
AND INTENDED USE.

= y = &) DID Template Library
LISt Of DID S InCIUded = SRS Template - With Guidance
+ : Scope.
Software Requirements Specification (SRS) Referenced documents.
+ Requirements.
Interface Design Description (IDD) SVBIINGHUoH poavisiony:
Requirements traceability.
Operational Concept Description (OCD) T MNotes.
T A. Appendixes.
. . + SRS Template
Subsystem Design Description (SSDD) 4 1 IDD Template - With Guidance
+ ") IDD Template
Database Design Description (DBDD) # % OCD Template - With Guidance

-

+ S} OCD Template
Interface Requirements Specification (IRS)  */[71SSDD Template - With Guidance
+ "7 SSDD Template
+ ("7 DBDD Template - With Guidance

Software Design Description (SDD) B 28 DEDD Tempiats

. B + IRS Template - With Guidance
System Subsystem Specification (SSS) 5 IRS Template
+ (5] SDD Template - With Guidance
System Test Description (STD) + (| SDD Template

#[=]sss Template - With Guidance
#[=] SSS Template
+ o STD Template - With Guidance
+ o STD Template

Jama software’

- [1] Stakeholder and Operational Needs
~/ CONOPS
D Operational Requirements

(") Functional Requirements

'Non-Functional Requirements

- f};OCD Template

+

+

<+

~, Scope.

, Referenced documents.
, Gurrent system or situation.
, Justification for and nature of changes.
, Goncept for a new or modified system.
, Operational scenarios.
, Summary of impacts.
, Analysis of the proposed system.
T, Notes.
T, A. Appendixes.

Seamless incorporation of
the templates into projects

Simplicity of DID creation

Ease of export from Jama to
a document deliverable

27



Learn more * || A} Dashboard: Air Force Spath

&/ AS2D -2

afspcman91-710v1

[ Component -« View details

Rapter 1 INTRODUCTION L] Y Qv 2 862iems
'Chapter 2 RESPONSIBILITIES AND AUT
" Chapter 3 RANGE SAFETY POLICY
.+ Chapter 4 RANGE SAFETY PROCESSE¢ .
i Chapter 5 SAFETY AUTHORIZATIONS, £ 1 Title Page
_¢ Chapter 6 INVESTIGATING AND REPOR
.+ Chapter 7 CHANGES TO THIS PUBLICA' BY ORDER OF THE COMMANDER
"} Chapter 8 RANGE USER INFORMATION SPACE SYSTEMS COMMAND
achment 3 SYSTEM SAFETY PROGR.
"} Attachment 4 SUBMITTING AFSPCMAN
.+ Attachment 5 ACCEPTABLE RISK CRITE
# Attachment 6 MAKING CHANGES TO AF
_ Attachment 7 GENERIC PAYLOAD POLIC '
} Attachment 8 LAUNCH COMPLEX OPER $
“\ Attachment 9 LAUNCH SAFETY CONCEI
[1] afspcman91-710v2
| afspcman91-710v3
afspeman91-710v4 COMPLIANCE WITH THIS PUBLICAT,
afspcman91-710v5
an91-710v6 +
L ..an91-710v7

BILITY: Publications and forms are availg
Publishing website at www.e-P

RELEASABILITY: There are no releasability re;

OPR: HQ SSC/SEK

Supersedes: AFSPCMAN91-714
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To learn more,
contact

J\, Jama
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